
Complete Oversight. Precision Control. 
SS&C Intralinks SecurityHub™

For security teams, compliance professionals and IT departments,  
mitigating risk across an enterprise is essential.

This responsibility becomes even more crucial during highly confidential activities, such as mergers and acquisitions (M&A) 
and fund reporting. Despite data security being a top priority, many organizations find it challenging to track user activity and 
manage access to sensitive data effectively. 

The rising threat of data breaches, along with the hefty fines and penalties associated with non-compliance with technology 
standards, underscores the need for advanced security and compliance controls. As demand for robust enterprise-wide 
security escalates, having a comprehensive solution that offers clear visibility and precise control over all user activities — 
across deal teams and collaborators — is critical.

Introducing SS&C Intralinks SecurityHub™
SecurityHub from SS&C Intralinks is a unified, cloud-based platform designed 
to simplify the configuration of security policies and protocols, ensuring the 
protection of internal users, data and environments. With SecurityHub, CISOs 
and compliance teams can gain unobstructed oversight and complete  
visibility into user activity with SS&C Intralinks products at all times.
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Go Forward.

*Note: SecurityHub monitors all SS&C Intralinks core products (e.g. VDRPro™, DealCentre AI™, InvestorVision™, InView™ and VIA® Pro)

SecurityHub Features

Learn how SecurityHub empowers you to effortlessly monitor potential security risks across your SS&C Intralinks ecosystem. Gain 
clarity — with precision control.

SecurityHub Benefits
With SecurityHub, you’ll gain key advantages across your 
enterprise:

•	 Protection: Strengthens the overall security posture 
of the Intralinks core product stack across your entire 
internal user base.

•	 Visibility: Delivers transparent oversight and 
continuous assessments of potential insider threats 
for proactive risk mitigation.

•	 Control: Centralizes security policy management with 
granular insight and active monitoring capabilities.
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Feature Description
SecurityHub

Basic Pro

Secure Login (SSO or IP-
Based Access Control) 

Configure access to Intralinks products through enterprise  
SSO or IP-based login (for non-SSO customers)

✓ ✓

Admin Management
Manage admin roles and role-based access control within the 
Admin Portal - ✓

Admin Portal
Centralized management of SecurityHub settings, configurations, 
reports and features - ✓

Security Dashboard
Monitor critical data points like user activity, geolocation, 
authentication threats and more - ✓

Identity+ Manage secure group accounts for your users and their teams - ✓

Security &  
Compliance Reporting

Generate compliance reports to capture audit trail of login  
and user activity - ✓
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